Chapter WS2 – Additional Topics

The following topics are covered in the book, but some additional information is presented here as follows:

WS2.1     Sample Project Proposal

WS2.2     Methods of Analysis

WS2.1     Sample Project Proposal

Project proposal concept is presented in the book in sub-section 1.9.1 – Project Proposal, and a sample blank form is copied from the book is presented in Figure WS2.1.  A sample form filling approach for the “Project Approval Form” is presented here.  For the project proposal concept detail, refer the book.


Project proposal is generally identified with “Project” name and “Project #.”  Most of the financial and project details are tracked using the above information.  There may be several projects like this one in any business, so it helps the business to keep track of the project status.  The following is sample information presentation, showing how the form should be filled out.

Project:
This is a short name assigned to the project.



“Manufacturing Cycle Time Reduction”

Project #:
Assign a project number which should be linked to some key information.



“2005 – XYZ – MFG”

Project number is divided into three sections –

Section 1:
Project start year, 2005

Section 2:
Company division where the project is originated and has the responsibility to 

complete the project, division – XYZ

Section 3:
Area within the division where the project is originated, MFG



Project number is not limited to three sections; a business can have more than three or less than three sections for the project #.

Problem Statement:

Describe the problem/opportunity which forcing the business to 



develop the proposal.

“Inserter manufacturing cycle time is 30 working days, which is 6 days longer than the competition.”
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Objective Statement:
State what you expect to accomplish in specific, measurable, observable, and manageable terms; and excluding blame, cause, and remedy statements.  The project should be completed within budget and on-time.

“Division XYZ’s goal is to reduce the manufacturing cycle time to 24 working days in five months”

Expected Benefits:

Identify why this project is important to the business strategy.  What financial benefits are expected and how will these benefits is achieved.

“
-  Manufacturing cycle time reduction ( 6 working days

· Inventory reduction (one time) ( $200,000.

· Operating budget reduction ( $100,000.”

Project Scope:
Specifically identify what is included and what is excluded in the scope 


of the project.

“The project team will focus on the manufacturing process for the scheduled orders in the scheduling system.  The manufacturing cycle starts once the module assembly process starts on the assembly line and ends once the inserter is wrapped and crated.”

Project Criteria:
State the relationship of this project to other projects as applicable.  If this project is a part of some program (Program is generally made-up of several projects), then identify and link to the program.  Specify if ROI is required, or any specific person/group is going to approve the activity/output.

“This is one of the projects in the program – Order to Cash.  Total program’s benefits would be a reduction in operating budget by $250,000.  There would be two more projects in this program, but these projects are in the defining stage.”

Project Plan:

Identify key activities that would lead to the project objectives.

“
-     Develop material and process flow charts

· Collect routing, resources, and manufacturing volume data

· Collect material lead time data

· Analyze issues and identify root causes

· Establish relationship between root causes and manufacturing cycle time

· Develop improvement alternatives and select the best among the available alternatives

· Implement the selected improvement alternative

· Establish the control system to retain the manufacturing cycle time reduction

· Collect data to validate the project benefits.”

Project Team and Expertise:
State the responsibilities of the individuals/groups.  Team leader needs to define their responsibilities and realistic expectations of their time commitment.

“Management Team – Business Unit Manager and Financial Manager

 Project Leader and Team Members – Production Manager, Team Leader






Team Members –






Assembly Line Associate






System Integration Associate






Materials Associate






Designing Associate

Expertise – Process Engineering Associate


-    Finance Associate.”

General Information:
Any general information about the business strategy, critical quality issue, current process capability, and comments (remarks).

“Business Strategy:
This is a matured and very competitive business.  Due to the development of web sites and e-mailing, the market for this business is shrinking and this is creating an even more competitive market; therefore, manufacturing cycle time reduction is very critical for the business to maintain its market share.”

“Critical Quality Issue:
Some suppliers’ parts are not meeting design specifications.”

“Current Process Capability:
Technicians’ training program is lacking in relation to the technology used in the system integration.”

Project Review Dates:
These dates are generally planned to match with the completion of different phases of Six Sigma project.

“Project Start Date ( January 5, 2005

 Define Date ( January 14, 2005

 Measure Date ( February 10, 2005

 Analyze Date ( March 04, 2005

 Improve Date ( April 29, 2005

 Control Date ( May 20, 2005

Closure Date ( May 31, 2005”

Provide a special attention to “Financial Benefits.”  These benefits should be estimated based on the business case language, which should come directly from the owner(s).  If the business owners are not identified, the team will need to draft its own rationale.  The financial benefits may change as the project progresses from one stage to the next.  Detailed information about benefits is presented in the book.

Approval Signatures:
Typically these signatures represent the parties directly responsible for the process and the participating team.  In this project,

Functional Manager is “Production Manager”

Champion is “Business Unit Manager”

and others could be “Financial Manager”

Experts are “Process Engineer and Financial Analyst”

Team Leader is “Production Manager.”

Hopefully, this should provide you some guidance to fill out the project approval form. 

WS2.2     Methods of Analysis

The probability of eliminating or minimizing the accidents is the most important activity in any system belonging to any business or individual; and system’s reliability and safety are definitely related.  A component failure may have a wide variety of results, ranging from a small loss to very serious losses.  Some of these losses may be in the sequence.  Ignoring safety conditions could create injury, severe damage to the system, or loss of life and possibly negatively impact the environment.  So, the focus here is on failures that may create safety hazards.  There are several approaches used for failure analysis.  Failure Mode and Effects Analysis (FMEA) is presented in the book, and two additional approaches are presented here in brief – 

WS2.2.1     Event Tree Analysis

WS2.2.2     Fault Tree Analysis

WS2.2.1     Event Tree Analysis

This is a quantitative approach for analysis.  This analysis process starts with a specific initiating event, and then follows the possible development of the accident according to the success or failure of other components/subsystem of the system.


Event tree analysis is commonly utilized in a more general decision-tree concept for businesses and financial analysis.  The concept is very useful in analyzing the impact of the functioning or failure of safety system(s) in an accidental situation, especially when events follow with a particular time progression.  A simple application of event-tree analysis is present here.


Suppose that you want to examine the impact of the power failure in a jewelry store, which may lead to blackout in the store, along with other possible consequence (thief may steal jewelry).  Assuming as a simple situation of just three components:

1. City’s utility system that supplies electricity to the jewelry store;

2. A diesel generator that supplies emergency power to the store; and

3. A voltage-monitoring system that monitors the city power supply and, in the event of failure, transmits a signal that starts the diesel generator.

You should be concern with a sequence of three events – 

· The first event is the loss of city’s power supply;

· The second event is detection of the loss of power supply and subsequent functioning of the voltage-monitoring system; and

· The third event is the start-up and operation of the diesel generator.


The above listed sequence is presented in Figure WS2.2 in the form of event tree.  At each event, there are two possibilities for the system – operates or fails.  Normal convention is that the upward branches signify successful operation, and the lower branches signify failure.
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If there are “n” events in sequence, then there will be 2n branches of the tree, however, this number can be reduced by eliminating the impossible branches.  In the above described example, the generator cannot start unless the voltage monitor functions, so the generator operation path is impossible and can be taken out from the tree as presented in Figure WS2.3.
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You can follow the events tree starting from your left to right and can calculate the probabilities and consequences of differing sequences of events.  In order to calculate the probabilities for the system, probability for each event on the tree has to be determined.

Let,


Pc = Probability of city’s power supply failure


Pv = Probability of voltage-monitoring system failure


Pg = Probability of diesel generator failure

Assuming that all of these failures are independent, the probability that the jewelry store will not have power = Pc Pv + Pc (1 – Pv) Pg 

Hopefully, this would provide the basic concept of event tree analysis.

WS2.2.2     Fault Tree Analysis

Fault tree analysis starts with the assumption of defining an unwanted event and traces this event all the way through the system to identify primary causes.  This top-down process can be used to identify various issues, both system and people related failures.


These types of processes require a total systems view.  It is common that sub-systems of a large system are frequently designed and developed by various groups and thus failures that result due to the interfacing of these sub-systems can go undetected.


Fault-tree analysis is a kind of deductive methodology for determining the potential causes of accidentals, for system failure, and for estimating the failure probabilities.  However, it is a useful tool in performing a system safety analysis.  It is a graphical technique, and a top-down, deductive analysis structure in terms of events rather than components.  You work downward, dissecting the system in increasing detail to determine the root causes or combinations of causes of the top event.  The top event is usually a significant failure or a catastrophic event.


The qualitative analysis identifies the various combinations of events that will cause the top event to occur.  This may be followed by a quantitative analysis to estimate the probability of occurrence of the top event.

There are four major steps to a fault tree analysis as presented below:

1. Define the system

2. Construct the fault tree

3. Perform a qualitative evaluation

4. Perform a quantitative evaluation.

1. Define the system – it is critical to identify the boundaries of the system you plan to analyze along with the top event.  Consider the simple example used in the previous section (Event Tree Analysis) and apply the deductive logic of fault tree analysis.  Thus, you will begin with power blackout in the jewelry store as the top event and look for the causes or combination of causes that may lead to the jewelry store’s power blackout.

2. Construct the fault tree – tree is constructed symbolically that represents the system and its relevant elements.  Frequently used symbols in fault tree are presented in Figure WS2.4, and a general structure fault tree is shown in Figure WS2.5.  Two logic gates, the AND gate and the OR gate are used in the construction of a fault tree to relate the resultant, basic, and intermediate events, or faults, to the top event.  Lower level events are input to a gate, and a higher level event is the gate’s output.  The type of gate determines whether all input events must occur for the output event to occur (utilize AND gate) or whether one or more of the input events must occur for the output event to occur (utilize OR gate).
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Now continue with the previous section’s (Event tree analysis) example, and for clarity, all fault trees will use the word “OR” and “AND” in place of the symbols shown in Figure WS2.4.  You begin with blackout in the jewelry store as the top event and look for the causes, or combination of causes, that tree as presented in Figure WS2.6.  In examining its causes, you can see that both the city’s power supply system and the emergency power supply must fail.  This is represented by a AND gate in the fault tree.  Continue down to the second level, you see that the emergency power supply fails if the voltage monitor or the diesel generator fails.  This is represented by an OR gate in the fault tree.


The above example is the most straight forward fault to draw.  All the significant primary failures are component failures.  Fault tree analysis is particularly well suited to situations in which tracing a failure to its root causes requires dissecting the system into subsystems, components, and parts to reach the level where failure data are available.


Failures classification for fault tree construction is very useful.  Recognizing faults between hardware faults and human error is essential, as is the classification of hardware failures into early, chance, and aging (wear-out), each with its own characteristics and causes.


There are two additional classifications –

· Primary, secondary, and command faults

· Active and passive faults


Primary fault – occurs in an environment and under a loading for which the component is designed, for example, pressurized container cracks at less than the designed pressure.  Primary faults are most often caused by defective design, manufacturing or construction.  Primary faults may also be due to excessive or unexpected wear, or the system was not properly maintained and parts were not replaced on time.





[image: image6]

Secondary fault – occurs in an environment or under loading for which the component is not designed, for example, pressurized container failed through excessive pressure for which it was not designed.  Such failures often occur randomly and are characterized by constant failure rate.


Command fault – component fails when it has primary and secondary faults, but it operates correctly when it has a command fault.  Thus, the pressurized container might lose pressure through the unwanted opening of a relief valve, even though there is no excessive pressure.  You must look beyond the component failure to find the source of the false command.


Active and Passive faults – Components may be designed as active or passive.  Examples of passive components are structural members, beams, columns, cable, bearing, bolts, welds, and glue.  These components function in a more or less static manner and often acting as transmitters of energy.  A passive component is generally being thought of as a mechanism for transmitting the output of one active component to the input of another.  The quantity transmitted may be a fluid, mechanical loading, electric signal, or any number of other quantities. 


Active components contribute to the system function in a dynamic manner, and modifying the system’s behavior in some way.  For example, pumps and valves modify fluid flow; computer chips modify electric signals.

Example WS2.1: 

Draw a fault tree for the electric stove power supply presented in Figure WS2.7.  The top event for the fault tree analysis is simply failure of the electric stove to operate.
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Solution:  

The fault tree is presented in Figure WS2.8.  Failures are identified as primary and secondary.  You would expect data to be available to determine the failure probabilities for the primary failures.  If data were not available, you would need further dissection of the component into its parts.  The secondary fault is either command, such as no current to the stove, or excessive loading, such as an overload in the circuits.  For these you must analyze deeper to locate the causes of these faults.
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3. Perform a qualitative evaluation – Suppose you would like to evaluate the fault tree presented in Figure WS2.9.  Primary failures are signified by upper case letters A,B, and C, the intermediate events are identified by Ei, i= 1, 2, 3, 4, and the top event by “T.”
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There are two ways to develop a qualitative evaluation equation – top down or bottom up, but the value would be the same.  Top down method is presented below.


Top down qualitative evaluation method – You begin at the top event and work your way downward through the levels of the tree.  Thus you have

T = E1
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E2
at the highest level of the tree, and 

E1 = A
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E3
E2 = C
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E4
E1 and E2 are at the intermediate level.  Now substitute these equations into the top event equation, you then obtain,

T = (A
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E3) 
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Proceed downward to the lowest level, you have 

E3 = B
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C

E4 = A
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B

Substitute these (E3and E4) equations in the “T” equation; you obtain as your final result.

T = [A
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(B
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C)] 
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The next step is to utilize the concept of logical reduction, and Boolean algebra.  You know that, A
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C) = (A
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C = C
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B), utilize in the “T” equation,

T =[C
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= C
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= C
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Now, from the absorption law (A
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B) 
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B = B, hence

T = C
[image: image44.wmf]U

(B
[image: image45.wmf]I

A)


Based on the above equation, the failure of the top system is caused by the failure of C or by the failure of both A and B.  The reduced fault tree can be redrawn and presented in Figure WS2.10.
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4. Perform a quantitative evaluation – Utilize the simplest equation obtained in the qualitative evaluation for the top event in terms of the primary failures.  If the basic events are independent, apply the basic probability rule, 


P(A
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B) = P(A) + P(B) – P(AB), and


P(T) = P(C) +P(B
[image: image48.wmf]I

A) – P(A
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C)


Since basic events are independent in this example, therefore,


P(T) = P(C) + P(B) P(A) – P(A) P(B) P(C)


If there are known dependencies between events, however, you must utilize more sophisticated treatment such as Markov models or (-factor treatment for these expressions P(A
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B) and P(A
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C).  Refer to the selected references for additional information.
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Figure WS2.1:  Sample “Project Approval Form”
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Figure WS2.2:  Event Tree for Jewelry Store’s Power Failure
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Figure WS2.3:  Eliminated Impossible Event from the Event


	 	 Tree for Jewelry Store’s Power Failure
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Symbol		Name		Description





AND gate	A logic gate where an output event occurs if


		and only if all the inputs occur.





OR gate		A logic gate where an output event occurs if


		one or more of the inputs occur.





Resultant	A fault event resulting from the logical


Event		communication of other fault events.





Basic event	An independent primary fault event.  It represents


		a basic fault or component and the analysis ends 


		with a basic event.  There are no events below a


		basic event.





Incomplete	Fault tree has not been fully developed because its


event		causes are not known; it is only an assumed primary


		fault event or it is not important in the analysis.








Normal event	Normally occurring basic event; it is not a fault


		event.





Conditional	A condition or restriction tied to a logic gate and


event 		used as a secondary fault event.





Transfer-in	To transfer the tree construction from one page to


		the next.  The transfer-in triangle appears at the


		bottom of a tree and represents the branch of the 


		tree shown someplace else.





Transfer-out	The transfer-out triangle appears at the top of a tree


		and denotes that the tree is a sub-tree to one shown


		someplace else.  





Figure WS2.4:  Commonly Used Fault Tree Symbols
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Figure WS2.5:  A General Structure Fault Tree
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Figure WS2.6:  Fault Tree for Jewelry Store’s
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Figure WS2.7:  Electric Stove’s Power Circuit
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Figure WS2.8:  Fault Tree for the Electric Stove Circuit
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Figure WS2.9:  Sample Fault Tree
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Figure WS2.10:  Sample Fault Tree Equivalent


	   to Figure WS2.9
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